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Abstract of the contribution: This contribution discusses and suggests clarifications regarding the persistence of slicing information in the UE.
1
Discussion
1.1
Background [1]
Network slicing relies on a number of information:
-
Configured NSSAI

-
Requested NSSAI

-
Allowed NSSAI
-
Rejected S-NSSAI (not explicitly defined in TS23.501)

-
Network Slice Selection Policy

The table below summarizes the applicability and storage of the above information as currently defined in TS23.501 [1]
	
	Configured NSSAI
	Requested NSSAI
	Allowed NSSAI
	Rejected S-NSSAI1
	NSSP

	Presence
	Optional
	Conditional2
	Optional
	Optional
	Optional

	Provided by
	HPLMN
	UE (RRC, NAS)
	Serving PLMN (NAS)
	Serving PLMN (NAS)
	HPLMN?

	Provided to
	UE
	Serving PLMN (RRC, NAS)
	UE (NAS)
	UE (NAS)
	UE

	Applicability
	PLMN specific or non PLMN specific
	PLMN specific
	PLMN specific
	PLMN specific
	Non PLMN specific?

	Applicable in 
	HPLMN and indicated PLMNs
	Serving PLMN
	Serving PLMN and Registration Area only

Always supercedes Configured NSSAI
	Temporary rejection: Serving PLMN and Registration Area only 

Permanent rejection: Serving PLMN
	Any PLMN?

	UE Storage
	Store (and override3)
	N/A
	Store and override
	Not defined
	Yes

	UE Storage duration
	Not defined
	N/A
	RM-Registered4 and  Registration Area4
	Not defined
	Not defined

	NOTE 1:
Note defined as a term in TS23.501.
[1] The serving AMF shall return to the UE the Allowed NSSAI. It may also indicate to the UE for Requested S-NSSAI(s) not included in the Allowed NSSAI, whether the rejection is permanent (e.g. the S-NSSAI is not supported in the PLMN) or temporary (e.g. the S-NSSAI is not currently available in the registration area).NOTE 2:
Only if Configured NSSAI / Allowed NSSAI available

NOTE 2:
Only if Configured NSSAI / Allowed NSSAI available

NOTE 3:
Overriding over previous Configured NSSAI is expected even if not explicitly stated in TS23.501

NOTE 4:
[1] “Upon successful completion of a UE's Registration procedure, the UE may obtain from the AMF an Allowed NSSAI for this PLMN, which may include one or more S-NSSAIs. These S-NSSAIs are valid for the current Registration Area provided by the serving AMF the UE has registered with.”


1.2
Discussion and proposals
1.2.1
Configured NSSAI
The Configured NSSAI is provisioned in the UE. Provisioning can be done e.g. over-the-air using OMA DM.

Although it is expected a UE would normally be provisioned with an applicable Configured NSSAI for the Serving PLMN, this may not always happen in which case a registration request from the UE is directed by NG-RAN to a Default AMF that then queries the NSSF for subsequent action. Said otherwise, network slicing is resilient to the situation where the UE has no available NSSAI information for the Serving PLMN.

Readily available Configured NSSAI in the UE allows for expediting this UE’s registration with minimum signalling transactions within the network. In other words, this suggests the Configured NSSAI for a PLMN survives not only the de-registration of a UE from this PLMN, but also power cycles of the UE.
Proposal 1: The Configured NSSAI for a PLMN, provided by the HPLMN to the UE, shall be stored in the UE until a new Configured NSSAI for this PLMN is provisioned in the UE by the same HPLMN, or the UE subscription to this HPLMN becomes invalid.

NOTE:
The above applies to UEs supporting storage of Configured NSSAI, debated in [ref]. 
1.2.2
Allowed NSSAI

As currently defined in [1], the Allowed NSSAI is provided to the UE by the Serving PLMN upon successful registration and is only valid in the Registration Area of the UE.

Proposal 2: The Allowed NSSAI shall be stored in the UE while RM-REGISTERED until the UE leaves the Registration Area in which the Allowed NSSAI is valid or the Allowed NSSAI is overridden by a new Allowed NSSAI, whichever occurs first. 

An Allowed NSSAI always contains S-NSSAI(s) that are part of the Configured NSSAI, if any, and/or Subscribed S-NSSAIs. Thus, the S-NSSAIs in the latest Allowed NSSAI could always be requested in the next Requested NSSAI. Thus, storage of an Allowed NSSAI across registrations and power cycles is possible without any violation. This would be beneficial in situations where e.g. no Configured NSSAI is available in the UE for it would allow signalling savings in the network similarly to when a Configured NSSAI is available. 
Proposal 3: The latest Allowed NSSAI in a PLMN shall be stored in the UE while RM-DEREGISTERED from this PLMN, including when the UE is turned off, until overridden by a new Allowed NSSAI.
1.2.3
Rejected S-NSSAI

A S-NSSAI may be temporarily (Registration Area) or permanently (PLMN) rejected.
Contrary to the Allowed NSSAI (see above), a Rejected S-NSSAI should not survive when the UE enteres RM-DEREGISTERED for once rejected a S-NSSAI could never be requested again by a UE. 
Proposal 4: A temporarily Rejected S-NSSAI shall be stored in the UE while RM-REGISTERED, until the UE leaves the Registration Area in which the rejection is valid, or the Rejected S-NSSAI is overridden by a new Allowed NSSAI (i.e. S-NSSAI becomes allowed), whichever occurs first. 
Proposal 5: A permanently Rejected S-NSSAI shall be stored in the UE while RM-REGISTERED until the Rejected S-NSSAI is overridden by a new Allowed NSSAI (i.e. S-NSSAI becomes allowed).
1.2.3
Network Slice Selection Policy
The NSSP is provisioned in the UE.
While network slicing does not rely on NSSP being available to operate, it is defined to best operate with NSSP.

As the NSSP provides mapping between an application and (to be requested) S-NSSAI, it is expected this information is, similar to the Configured NSSAI, “static”.

Proposal 6: The NSSP, provided by the HPLMN to the UE, shall be stored in the UE until a new NSSP is provided to the UE by the HPLMN or the UE subscription to this HPLMN becomes invalid.
2
Conclusions
Proposal 1: The Configured NSSAI for a PLMN, provided by the HPLMN to the UE, shall be stored in the UE until a new Configured NSSAI for this PLMN is provisioned in the UE by the same HPLMN, or the UE subscription to this HPLMN becomes invalid.

Proposal 2: The Allowed NSSAI shall be stored in the UE while RM-REGISTERED until the UE leaves the Registration Area in which the Allowed NSSAI is valid or the Allowed NSSAI is overridden by a new Allowed NSSAI, whichever occurs first. 

Proposal 3: The latest Allowed NSSAI shall be stored in the UE while RM-DEREGISTERED.
Proposal 4: A temporarily Rejected S-NSSAI shall be stored in the UE while RM-REGISTERED, until the UE leaves the Registration Area in which the rejection is valid, or the Rejected S-NSSAI is overridden by a new Allowed NSSAI (i.e. S-NSSAI becomes allowed), whichever occurs first. 

Proposal 5: A permanently Rejected S-NSSAI shall be stored in the UE while RM-REGISTERED until the Rejected S-NSSAI is overridden by a new Allowed NSSAI (i.e. S-NSSAI becomes allowed).
Proposal 6: The NSSP, provided by the HPLMN to the UE, shall be stored in the UE until a new NSSP is provided to the UE by the HPLMN or the UE subscription to this HPLMN becomes invalid.
The pCR can be found below.
References

[1] TS23.501 v1.2.0

pCR to 23.501

**** FIRST CHANGE ****

5.15.4
UE NSSAI configuration and NSSAI storage aspects

A UE can be configured by the HPLMN with a Configured NSSAI per PLMN. A Configured NSSAI can be PLMN-specific and the HPLMN indicates to what PLMN(s) each Configured NSSAI applies, including whether the Configured NSSAI applies to all PLMNs, i. e. the Configured NSSAI conveys the same information regardless of the PLMN the UE is accessing (e.g. this could be possible for NSSAIs containing only standardized S-NSSAIs). When providing a Requested NSSAI to the network upon registration, the UE in a given PLMN shall only use S-NSSAIs belonging to the Configured NSSAI, if any, of that PLMN. Upon successful completion of a UE's Registration procedure, the UE may obtain from the AMF an Allowed NSSAI for this PLMN, which may include one or more S-NSSAIs. These S-NSSAIs are valid for the current Registration Area provided by the serving AMF the UE has registered with and can be used simultaneously by the UE (up to the maximum number of simultaneous Network Slices or PDU sessions). The UE may also obtain from the AMF one or more temporarily or permanently rejected S-NSSAIs.
The Allowed NSSAI shall take precedence over the Configured NSSAI for this PLMN. The UE shall use only the S-NSSAI(s) in the Allowed NSSAI corresponding to a Network Slice for the subsequent procedures in the serving PLMN, as described in clause 5.15.5.
The UE stores (S)NSSAIs as follows:
-
If the UE supports storage of Configured NSSAI for a PLMN then, this Configured NSSAI, provided by the HPLMN to the UE, shall be stored in the UE until a new Configured NSSAI for this PLMN is provisioned in the UE by the same HPLMN, or the UE subscription to this HPLMN becomes invalid.

-
The Allowed NSSAI shall be stored in the UE while RM-REGISTERED until the UE leaves the Registration Area in which the Allowed NSSAI is valid or the Allowed NSSAI is overridden by a new Allowed NSSAI, whichever occurs first. The latest Allowed NSSAI in a PLMN shall be stored in the UE while RM-DEREGISTERED, including when the UE is turned off, until overridden by a new Allowed NSSAI for this PLMN.
-
A temporarily rejected S-NSSAI shall be stored in the UE while RM-REGISTERED state, in the same Registration Area in which the rejection is valid, and the Rejected S-NSSAI is not overridden by a new Allowed NSSAI (i.e. S-NSSAI becomes allowed).
-
A permanently rejected S-NSSAI shall be stored in the UE while RM-REGISTERED until the Rejected S-NSSAI is overridden by a new Allowed NSSAI (i.e. S-NSSAI becomes allowed).
One or multiple of the S-NSSAIs in the Allowed NSSAI provided to the UE can have non-standardized values, which may not be a part of the UE's NSSAI configuration. In such cases, the Allowed NSSAI includes mapping information how the S-NSSAIs in the Allowed S-NSSAI correspond to S-NSSAI(s) in the Configured NSSAI in the UE. The UE uses this mapping information for its internal operation (e.g., finding an appropriate network slice for UE's services). Specifically, a UE application, which is associated with an S-NSSAI as per NSSP, is further associated with the corresponding S-NSSAI from the Allowed NSSAI.
**** NEXT CHANGE ****

5.15.5.3
Establishing connectivity PDU session to the required Network Slice Instance(s)
The establishment of a PDU session in a Network Slice to a DN allows data transmission in a Network Slice. A Data Network is associated to an S-NSSAI and a DNN.
The network operator (HPLMN) may provision the UE with Network Slice selection policy (NSSP). The NSSP includes one or more NSSP rules each one associating an application with a certain S-NSSAI. A default rule which matches all applications to a S-NSSAI may also be included. When a UE application associated with a specific S-NSSAI requests data transmission, then:

-
If the UE has one or more PDU sessions established corresponding to the specific S-NSSAI, the UE routes the user data of this application in one of these PDU sessions, unless other conditions in the UE prohibit the use of these PDU sessions. If the application provides a DNN, then the UE considers also this DNN to determine which PDU session to use.

The UE shall store the NSSP until a new NSSP is provided to the UE by the HPLMN or the UE subscription to this HPLMN becomes invalid.

If the UE does not have a PDU session established with this specific S-NSSAI, the UE requests a new PDU session corresponding to this S-NSSAI and with the DNN that may be provided by the application. In order for the RAN to select a proper resource for supporting network slicing in the RAN, RAN needs to be aware of the Network Slices used by the UE.

The AMF queries the NRF to select an SMF in a Network Slice instance based on S-NSSAI, DNN and other information e.g. UE subscription and local operator policies, when the UE triggers the establishment of a PDU session. The selected SMF establishes a PDU session based on S-NSSAI and DNN.
Editor's note:
Whether additional information is provided to the NRF for SMF selection is FFS.
When the AMF belongs to multiple Network Slices, based on configuration, the AMF may use an NRF at the appropriate level for the SMF selection.

**** END OF CHANGES ****
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